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Ti tle or signatory. President 

l, Frank. Riuuto, certi fy that l am an officer o f the company named above, and acting as 
an agent of the company, that 1 hnve personal knowledge 1hat the company hns cstab li$hcd 
operating procedures that are adequate to ensure compliance with the Commission's CPNT rules. 
Sae 47 (' f' .R § 64.200t et .~aq 

Attached l'o this certification is an accompanying statement explaining how the 
company's procedures ensure that the company is in compliance with the requircme1ts sc1 forth 
in section 64.2001 et seq. or Lhe Commission's rul e;;. 

Companies must report on any information that they have with respect to the processes 
pretexters are using to attempt to access CPNI, and what steps companies are taking to protect 
CPJ\'l. Our Company has not taken any actions (proceedings instituted or petitions tiled hy a 
company at either state commissions. the cowi system. or at the Commission) against data 
brokers in the past year. No pretexters have. an empted for access our CPNl 

The company has not received any complaints in the pa~t year concerning the unauthOri7.ed 
release ofCPNL 

Signe~~~ 
Frank Riauto 



St11tement Regarding CPi .I Rule Compliance 

The operating procedures of .Filer ensure that the company complies wilh Pa:it 64, section 
2001 et.seq. or the FCC rules governing the use of CPNl. 

Fi ler has adopted a CPNl procedure manual which is required reading for aU employees 
which have access to CPNl. The CPl\Tf procedure manual provides that CPNT information is noi. 
to he rele.ised to any per~on except in accordance with the steps outlined in tbe CPNl procedure 
manual. Th<:l <..'PNI manual further provides that violation ofCPN1 polices will result in 
disciplinRry aerion. which could include employm~'lll termination Our company has designatell a 
CPNT compliance oflicer who periodical ly reviews CPNl compliance rules with permns who 
have access to CPNI The CPNl procedure ouuwal ls approximately twenty-six (26) pages loug 
nnd would be provided to the Commission upon request Fi ler would prefer to keep the CJ>Nl 
procedure ma nual as contidential as a safeguard against review by pretexters, 

f iler has established a system hy which the stJt11s of a customer's approval for the use of(:PNI 
can be clearly estab lished prior to the use ofCL'NJ. .For Lelephone or onliue Cl'NI a<.:cess Lhese 
procedures include rhc use of pnssword~PINs established nf1cr the identity oft he cal ler has been 
vcrilicd. the uS<.i of mail dt:livcred to lh<' customer's address of record, and/or a call by our 
compnny to the number of record and subscqucm idcnt i1y verifica tion via account specific 
in l.ormatiun coutaincd on the last company bi ll (sut.:h as amount du..,, amount of last payment, or 
other non-publ ic nccount information) For retail loe8tion Cl'N L access we requi re a valid photo 
ID (a g;ovemmenl issued personal ident ification such as a driver's license or pnsspon, or 
co111parablc.LO) which matchc~ th<; name on the account. The Company relies on the 
involvement of its supervisory/management to ensure that use ofCPNl complies with nppl icablc 
ru les 1111d luw. 

Filer's procedure is that a customer is notified immediately when a password., customer response 
to 11 back-up authentication means for lost/forgotten passwords. onJine account, or address of 
record is created or changed. 

Filer's procedure requi res that customers opt-in before CPNl is used by third parties Lo market 
services. However, at this time, our <;-Ompany does not utilize CPNI in marketing canpaigns. 

Filer's procedure is that within seven (7) days of discovery of an unauthori7.ed re lease of CPN! 
we send an electronic no1jce to the United States Secret Service (USSS) and the Federal Bureau 
ofTnvestigation (FBT). Unless either of these agencies requests that we postpo11e11ot1tying the 
subscriber, the subscriber will be nuti fted about the unauthorize<l release of CPNI within seven 
(7) days after law enforcement notification. lo exceptional e<ises, we will notify lhe law 
enforcement agencies of our desire to notify more promptly the subscriber abom an unauthorized 
Cl'NI disclosure. Filer maintains a log of l.l.llilu Lhorized u~ of CPNI. Upon occurrence of a CPNI 
breach the log will include the date of discovery, notification to law enforcement, description of 
the breach, <.:ircumstances of the breauh and a supervisor's signature and date. This log is 
maintained fo; a minimum of two year~ 


